Providers and Suppliers — Browse the MLN Connects® Call Program
Collection of Resources - The CMS MLN Connects® National Provider Call Program has hosted many educational conference calls for the health care community on a variety of topics, including ICD-10, PQRS, Chronic Care Management, Open Payments (the Sunshine Act), 2-Midnight Rule, Medicare Shared Savings Program, ESRD QIP, and Dementia Care in Nursing Homes — just to name a few. Check out our Calls and Events web page for links to slide presentations, audio recordings, written transcripts, and a list of upcoming calls, or view one of our videos on the Medicare Learning Network® Playlist on the CMS YouTube Channel. Become more informed about the Medicare program by reading, listening, or viewing these information-packed programs at your convenience. Visit www.cms.govnpc for more information on the MLN Connects® National Provider Call Program.

MLN Matters® Number: SE1520 Related Change Request (CR) #: N/A
Related CR Release Date: N/A Effective Date: N/A
Related CR Transmittal #: N/A Implementation Date: N/A

National Site Visit Verification (NSV) Initiative

Provider Types Affected

This MLN Matters® Special Edition Article is intended for all providers and suppliers, that enroll in the Medicare program and submit fee-for-service (FFS) claims to Medicare Administrative Contractors (MACs), including home health and hospice MACs, for services provided to Medicare beneficiaries.

Disclaimer
This article was prepared as a service to the public and is not intended to grant rights or impose obligations. This article may contain references or links to statutes, regulations, or other policy materials. The information provided is only intended to be a general summary. It is not intended to take the place of either the written law or regulations. We encourage readers to review the specific statutes, regulations and other interpretive materials for a full and accurate statement of their contents. CPT only copyright 2014 American Medical Association.
What You Need to Know

This article provides the latest information about the Centers for Medicare & Medicaid Services (CMS) National Site Visit Verification (NSV) initiative. The NSV initiative is part of CMS’ National Fraud Prevention Program (NFPP) and assists CMS in its efforts to prevent fraud and abuse in the Medicare program starting with the enrollment process.

Key Information

National Fraud Prevention Program (NFPP)

The NFPP is an integral part of the CMS Fraud Prevention Initiative. The NFPP enables CMS to proactively identify and respond to suspicious behavior, thus making the Agency more effective at fighting health care fraud than ever before. The NFPP focuses on two key program integrity gateways: provider enrollment and claims payment. By integrating these steps into one program, CMS can better ensure that it enrolls only qualified providers and pays only valid claims. CMS' comprehensive program integrity strategy is designed to stop fraudsters at every step of the process by:

- identifying and preventing bad actors from enrolling in Medicare;
- identifying and removing bad actors that are already in the program; and
- identifying and preventing payment of fraudulent claims by responding with quick administrative action (e.g. enrollment revocations or payment suspensions).

National Site Visit Contractor: Ensuring Program Integrity at the Provider Enrollment Stage

In 2011, CMS implemented a site visit verification program using a National Site Visit Contractor (NSVC). The site visit verification program is a screening mechanism to prevent questionable providers and suppliers from enrolling or maintaining enrollment in the Medicare program. The NSVC will conduct unannounced site visits for Medicare Part A/B providers and suppliers. Site visits for Durable Medical Equipment (DMEPOS) suppliers and providers will continue to be conducted by the National Supplier Clearinghouse. The NSVC may conduct either an observational site visit or a detailed review to verify enrollment related information and collect specific information based on pre-defined checklists and procedures determined by CMS.

During an observational visit, the inspector engages in minimal contact with the provider or supplier and does not inhibit the daily activities that occur at the facility. The inspector may take photographs of the facility as part of the site visit. During a detailed review, the inspector will enter the facility, speak with staff, take photographs, and collect information to confirm the provider or supplier’s compliance with CMS standards.

MSM Security Services, LLC was awarded the national site visit contract December 20, 2011. MSM and its subcontractors, Computer Evidence Specialists, LLC (CES) and Health Integrity, LLC (HI) are authorized by CMS to conduct the provider and supplier site visits.
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Inspectors performing the site visits will be employees of MSM, CES, or HI and shall possess a photo ID and a letter of authorization issued and signed by CMS that the provider or supplier may review.

If the provider and/or its staff want to verify that a site visit has been ordered by CMS, please contact the respective jurisdiction’s Medicare Administrative Contactor (MAC). MAC contact information can be found at http://www.cms.gov/Medicare/Provider-Enrollment-and-Certification/MedicareProviderSupEnroll/Downloads/contact_list.pdf located on the CMS website.

If the provider and/or its staff wish to verify that an inspector is credentialed to complete a site visit verification, please call MSM Security Services, Monday through Friday from 7:00 a.m. to 8:00 p.m. ET at 1-855-220-1071. After 8 p.m., you may leave a message and the call will be returned the next business day.

**Additional Information**

To learn more about the **CMS Fraud Prevention Initiative**, visit the “Fraud Prevention Toolkit” web page at http://www.cms.gov/Partnerships/04_FraudPreventionToolkit.asp on the CMS website.