
The document CMS INFORMATION SECURITY (IS) APPLICATION 

CONTINGENCY PLAN (CP) PROCEDURES was replaced.   

The replacements are contained in the Risk Management Handbook (RMH) in the 

standard entitled RMH Vol III Standard 4.4 Contingency Planning and the 

procedure entitled RMH Vol II Procedure 4.4 Contingency Plan Development.  

These documents are available at http://www.cms.gov/Research-Statistics-Data-

and-Systems/CMS-Information-Technology/InformationSecurity/Information-

Security-Library.html. 

Contingency Plans for all new systems must adhere to the standard and procedures 

in the RMH. 

Contingency Plans for currently operational systems will be required to meet the 

new standard and procedural requirements starting July 1, 2015.  

Please contact the CISO Mailbox at CISO@cms.hhs.gov if you are in need of the 

legacy documentation for Contingency Planning.  
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